


2

The stakeholders’ feedback will enable the Commission to prepare a finalised version of the template. The 
Commission may regularly update this template to request further information, which it expects gatekeepers 
to provide.

How to provide feedback
Please submit your contribution by 5 July 2023 (midnight). Your submissions should not include any 
confidential information. Your non-confidential submissions will be published on the Commission’s website 
for the Digital Markets Act.
Your answers can be in any EU language.

Template for the compliance report
 DMA_template_-_Compliance_report_consultation.pdf

Your details

Publication of your details
I agree to the publication of my details along with my contribution
My contribution should be published anonymously.

Privacy statement
 Consultation_on_DMA_compliance_report_template_privacy_notice.pdf

Your first name

Your family name

Your organisation

Match Group 

Your email address

Your contribution

You can insert a text and/or upload your contribution.

Type in your contribution (3000 characters maximum)
3000 character(s) maximum

*

*

*

*

*
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Please upload your contribution.
34312586-350b-45e9-a363-2329df022ef4
/Match_Group_Reply_to_DMA_Consultation_on_Compliance_Template.docx

Contact

EC-DMA@ec.europa.eu



As regards Section 2.1.2., we propose revising items (e), (f) and (g) to ensure that the Commission 
can effectively monitor the actions the gatekeeper has taken to comply with the DMA, but also 
actions they may take to circumvent compliance. Concretely, based on those paragraphs, 
gatekeepers should inform the Commission about technical and contractual changes “required by 
the implementation of the measure concerned”. However, the gatekeeper may refrain from 
informing about related, but not “required”, changes.  For example, the anti-steering provision of 
the DMA would only “require” the removal of the contractual terms that prohibit steering. This 
does not preclude that the gatekeeper will make additional (but not “required”) changes to its 
contractual terms or its user interfaces that may impose costs or other deterrents on developers or 
the end users being steered. Similarly, with respect to the tying of in-app payment services, the 
only “required” change would be to remove the existing contractual requirement.  Nevertheless, 
gatekeepers may attempt to make other changes which would make using alternative in-app 
payment services less attractive to the developer or user. Therefore, we suggest modifying 
paragraph (h) by replacing the term “required by” with “relevant to” to ensure that the Commission 
receives all the information it needs to evaluate the activities of the gatekeeper and to effectively 
monitor compliance with the anti-circumvention obligation under Article 13.  
 
Moreover, Section 2.1.2.(n) refers to any actions taken to protect “security or data” according to 
the relevant DMA provisions and an explanation of why these measures are strictly necessary and 
justified. However, this point does not refer to the term “integrity”; the DMA allows gatekeepers 
to take contractual or technical measures to protect “integrity” of the operating system, hardware, 
etc. However, the term is not defined in the DMA and can be interpreted broadly. An explicit 
reference to the measures that gatekeepers have taken to protect “integrity” should be included in 
Section 2.1.2.(n) so that the Commission can monitor measures affecting app developers, which 
rely on the gatekeepers’ operating systems and hardware to reach consumers.  
 
Finally, 2.1.2. refers to “consultations” with users that have been conducted at the stage of 
elaborating the measure. It also refers to the “feedback” the gatekeeper has received on the measure. 
However, 2.1.2. does not refer to any consultations or feedback on measures the gatekeeper has 
taken to implement derogations from the rules, notably measures to protect integrity, security, and 
privacy/data. Business users should be able to comment on measures enabling gatekeepers to 
derogate from their requirements under the DMA. An amendment to that effect would allow 
business users to express their concerns on the implementation of those derogations, and it will also 
enable the Commission to assess whether they are necessary and justified.     
 




