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Consultation on the template for compliance
report under the DMA

{ Fields marked with * are mandatory. ’

Please fill your details and input/upload your contribution at the bottom of this page.

The Commission is consulting on the template for the compliance report that designated gatekeepers will
have to submit annually under Article 11 of the Digital Markets Act (‘DMA).

Gatekeepers will be required to provide the Commission with their first compliance report within six months
of their designation as gatekeepers. They will then be required to update these reports annually.

With the published consultation, the Commission is seeking feedback on the draft template that specifies
the minimum information that the Commission expects gatekeepers to provide in their compliance report.

The gatekeeper’s compliance reports will play an important role in enabling the Commission to verify that
the gatekeepers comply with the obligations and prohibitions set out in Article 5, 6 and 7 of the DMA and
that the measures implemented by the gatekeepers are effective in achieving the objective of the DMA.
Where necessary, the Commission can make use of its investigatory and enforcement powers to ensure
effective compliance with the DMA.

Target Group

All citizens, companies and organisations are welcome to contribute to this consultation. Contributions are
sought particularly from undertakings, which are potential gatekeepers under the Digital Markets Act, as
well as business users and end users of the potential gatekeepers and associations representing these
users.

Objective of the consultation

The objective of the consultation is to gather comments on the draft template for the compliance report to
be submitted by gatekeepers under Article 11 of the DMA.

In particular, the Commission would welcome feedback on the following two items:

- Precise indicators that the Commission could use to assess whether the measures implemented by the
gatekeepers to ensure compliance are effective in achieving the objectives of the DMA and of the relevant
obligations as required by Article 8 of the DMA; and

- content and presentation of the non-confidential summary of the compliance report that the gatekeepers
must provide pursuant to Article 11(2) of the DMA in order to ensure that the summary enables third parties
to provide meaningful input to the Commission on the gatekeeper’s compliance with its obligations under
the DMA.



The stakeholders’ feedback will enable the Commission to prepare a finalised version of the template. The
Commission may regularly update this template to request further information, which it expects gatekeepers
to provide.

How to provide feedback

Please submit your contribution by 5 July 2023 (midnight). Your submissions should not include any
confidential information. Your non-confidential submissions will be published on the Commission’s website
for the Digital Markets Act.

Your answers can be in any EU language.

Template for the compliance report
DMA_template - Compliance report consultation.pdf
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response to the European Commission's Consultation on the
template for compliance report under the DMA

We welcome the European Commission's proposal on the publication of a template for
reporting pursuant to article 11 of DMA Regulation. In particular, it is highly relevant to
introduce specific testing, or indicators and measures, to verify whether a gatekeeper
has demonstrated effective compliance with a specific obligation laid down in Article 5
to 7 of the DMA Regulation.

We also welcome the possibility for the Commission to update the template submitted
for consultation to require gatekeepers to provide more information to guarantee the
effectiveness and compliance of the Regulation.

That said, in response to the consultation, we propose the following modifications to the
template:

Firstly, we must ensure that users' rights on data access/sharing are fully guaranteed,
since, in line with the statements that the European Commission has made in recent
years, the individual must have full control of his or her personal data. In order to
ensure effective compliance with the portability obligation in Article 6 of the
DMA, gatekeepers should be required to:

e report the data categories that their users provide or generate for each core platform
service and that are going to be available for access/sharing with third parties (Section
2,2.1.3.F)

e report the technical data sharing mechanism used for the effective fulfilment of the
obligation (Section 2, 2.1.3.e)

Given that gatekeepers must justify the limitations they impose on the application of
each obligation to protect security or data (2.1.3. n)), it should be added: "integrity of
the operating system, hardware or software" to that paragraph, so that the gatekeepers
must justify placing a limitation on the application of the measure for this reason as
well, as it is one of the limits for the obligation to open the NFC antenna.

On the other hand, according to section 2.1.3.q, the template obliges to report any
relevant data that could inform whether the measure is or will be effective and, among
the examples, mentions the count of business users who obtain data access. The count
of 'end-users' accessing their data or sharing it with third parties should also be added.

Finally, sections 2.1.3 e) and f), instead of giving examples of technical or consumer
experience changes that have been implemented to comply with the obligation, they
should contain a comprehensive list of the specific mandatory information that GKs
must share with the Commission for each obligation, to ensure greater
consistency/transparency and to facilitate effective monitoring and enforcement.





